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sudo apt -y install openssh-server
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sudo systemctl start ssh

#0 O SSHO O

sudo systemctl status ssh

#0000
sudo ufw allow ssh
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# OO OO0
sudo ufw allow 22/tcp

# O SSHO O
sudo systemctl restart ssh

#a O OO

cat /var/log/auth.log | grep ssh

tail -f /var/log/auth.log | grep ssh

sudo grep "Failed password" /var/log/auth.log

goooooooooooo
scp <OU0O0O>e<sshOO0000O><0O00><000000>
scp root@l27.20.36.88:~/test.txt ~/Desktop

goooootoooooood
scp -r <O000>@<sshd0000><O0000><O0000>
scp -r root@l27.20.36.88:~/test ~/Desktop

ogooooooooon
scp <O00000><000>@<ssh00000><O000000>

godduooooooooo
scp -r <0O00000><000>e<sshOO0000><O000000>
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